Compliance Statement—Inter-Registrar Transfer Policy

Definitions
In this document:

ICANN means the Internet Corporation for Assigned Names and Numbers, its successors and assigns.

Registrar means an entity that is authorised to offer domain name services in relation to the TLD.

Service means the services that we provide in relation to the TLD.

TLD means Top Level Domain and for the purpose of this policy the TLD shall be .physio

We, us and our means Phys Biz Pty Ltd ACN 146454748 or our designated representatives.

You and your means the person or entity accessing the Service.

About this document
This document describes our compliance with the Inter-Registrar Transfer Policy and defines our involvement in the Registrar Transfer Dispute Resolution Policy.

Document Identifier: Compliance Statement - Inter-Registrar Transfer Policy - 1.0

Publication Date: 7 July 2014

Status: Current

Purpose
The purpose of this compliance statement is to provide a public statement by us regarding our intention to comply with the Inter-Registrar Transfer Policy and defines our involvement in the Registrar Transfer Dispute Resolution Policy.

What is the Inter-Registrar Transfer Policy?
The Inter-Registrar Transfer Policy is a policy adopted by ICANN. The purpose of the policy is to ensure that a registrant of a domain name can easily transfer the sponsorship (management) of the domain name from one Registrar to another, where such transfer is not prohibited by ICANN or our policy.

ICANN requires that that both we, in the management of the TLD, and Registrars follow the Inter-Registrar Transfer Policy.

Details about the Inter-Registrar Transfer Policy can be found on the ICANN website at the following link http://www.icann.org/en/general/consensus-policies.htm.
Our role in the Inter-Registrar Transfer Policy

Our role in the Inter-Registrar Transfer Policy is:

• Provide the Service such that domain name transfers can occur as described in the Inter-Registrar Transfer Policy;
• Reverse a transfer under the conditions described in the Inter-Registrar Transfer Policy; and
• Administer our role in, and the Supplemental Rules to, the Registrar Transfer Dispute Resolution Policy.

Use of authInfo in domain name transfers

The following is provided for the purpose of clarity.

The ‘authInfo’ is a password that is generated by a Registrar for each domain name. An authInfo may be required for certain transactions that are made with a Registrar, including transferring a domain name.

We enforce complexity requirements on an authInfo, whereby it must:

• Contain at least 1 letter that is, a-z, A-Z;
• Contain at least 1 number that is, 0-9;
• Contain at least 1 punctuation or special character, for example, % or &, or @; and
• Be at least 8 characters in length, and no more than 32 characters in length.

A registrant may request their domain name’s authInfo from their Registrar, and a Registrar MUST not withhold the information.

What is the Registrar Transfer Dispute Resolution Policy?

The Registrar Transfer Dispute Resolution Policy is a policy adopted by ICANN. The purpose of the policy is to deal with dispute proceedings arising from a Registrar’s alleged failure to abide by the Inter-Registrar Transfer Policy.

ICANN requires that both we (in the management of the TLD) and Registrars, comply with the Registrar Transfer Dispute Resolution Policy.

A Registrar may choose to file a dispute with one of the dispute resolution providers at the following link http://www.icann.org/en/help/dndr/tdrp/providers. Alternatively a Registrar may choose to file a dispute directly with us.

Details about the Registrar Transfer Dispute Resolution Policy can be found on the ICANN website at the following link http://www.icann.org/en/resources/registrars/transfers.

Our role in the Registrar Transfer Dispute Resolution Policy

Our role in the Registrar Transfer Dispute Resolution Policy is to:

• Develop and maintain Supplemental Rules to the Registrar Transfer Dispute Resolution Policy;
• Receive information regarding a dispute filed by a Registrar;
• Review the received information, and request such additional information as may be required;
• Make a determination based on the information received; and
• Collect any associated fees.
Definition and review

This document has been prepared and published in order to represent our policy compliance with regard to the administrative and technical management of the TLD.

We may discontinue or amend any part or the whole of this compliance statement from time to time at our absolute discretion.